
Processing of EU Personal Data 

In order to strictly protect participants' information (hereinafter referred to as "EU personal data"), 

Enhal Inc. (hereinafter referred to as "this company") is implementing the following measures. 

 

1. Measures for protecting participants' EU personal data 

(1) This company will manage participants’ EU personal data appropriately. 

(2) This company has a security manager that manages participant's EUpersonal data, and the 

manager properly manages the participant's EU personal data. 

(3) The data this company acquires from participants is the participant's EU personal data which is 

necessary for providing the services such as participant's name, e-mail address, telephone number, 

address. This company may ask other questions for the purpose of providing participants with the 

desired services; however, this will be offered by the participant arbitrarily except for the minimum 

necessary items. 

(4) <For inquiries and consultation > Depending on the contents of inquiry and consultation 

(hereinafter referred to as "consultation"), this company may notify third parties of EU personal 

data of participants in advance with consent.  

(5) <For application> Depending on the type of service, this company may notify third parties of EU 

personal data of participants; for example, when notifying the participant's name and other 

information needed for shipping and accommodation agencies. 

(6) In the case where participants wish to inquire or modify their own EU personal data, this 

company will respond within a reasonable range after confirming the participants' identification. 

(7) This company will comply with the laws and regulations applicable to participant's EU personal 

data, and this company will review and improve these efforts as necessary. In connection with the 

occurrence of incidents, this company may cooperate in the publication of EU personal data due to 

the provision of data at the time of police investigation and requests from relevant organizations. 

2. The purpose of processing EU personal data acquired from participants 

This company will use EU personal data provided from participants. In addition, in the content of 

participant’s inquiries and application, this company may use it within the necessary range for 

contact and confirmation with the related organizations. 

3. For the conditions of handling of EU personal data 

This company shall deal with EU personal data only if this company obtains consent from the 

participant and in any one of the following cases. 

(1) When handling is necessary to comply with the legal obligation that this company shall abide by 

(When following information disclosure orders based on laws from governmentagencies, etc.). 



(2) When handling is necessary to protect the serious interests of participants or other individuals 

(e.g., in the event that the life of participants or accompanying person falls into a serious crisis due 

to an accident during the conference, provide participant’s or accompanying person’s data to 

relevant organizations such as police and hospitals). 

(3) When it is deemed appropriate to investigate, prevent, or take measures against illegal acts or 

suspicious acts. 

4. For international transfer of EU personal data 

EU personal data may be stored in servers after they are transferred to the outsourcing contractors, 

etc. in Japan. This company shall manage participant's EU personal data appropriately. 

5. For safety management measures 

In order to properly manage the EU personal data of participants, and prevent from leakage, loss or 

damage of EU personal data and so forth, this company shall implement technical and physical / 

organizational / personal safety management measures for them. 

6. Joint Use of EU Personal Data 

EU personal data received from participants will be jointly used only for the following purposes. 

Among EU personal data provided by participants , this company will jointly use items within the 

minimum range necessary for contacting and responding to participants such as name, telephone 

number and address, with the outsourcing contractors. 

7. Participant's EU personal data will be kept for 2 years and then properly erased and discarded. 

8. For the participant's rights 

Participants have the following rights regarding EU personal data concerning themselves. 

(1) Right to know participant's EU personal data and relevant information 

(2) Right to correct the incorrect EU personal data concerning participants without undue delay 

(3) Right to eliminate EU personal data on participants without undue delay 

(4) Right to restrict handling of EU personal data concerning participants 

(5) Right to receive EU personal data provided by participants in a general format that computer is 

readable, and the right to relocate (shift) the EU personal data to the management of other 

organizations without disturbing 

(6) Right to object to public interest or handling for the interests of this company or third parties 

and handling for direct marketing for EU personal data of the participants. 



(7) Right to not. undergo assessment / decisions that have serious impact including legal effects on 

individuals through automatic processing such as profiling etc. *This company does not perform 

profiling. 

9. Liability 

Use of this website is at participants' own responsibility. With respect to all damages caused by the 

use of various information acquired from this website assumes no responsibility. 

10. Governing law 

This homepage is under the control of Enhal Inc. This homepage can be accessed from all countries 

of the world with different laws; however, both the participant who accessed this homepage and 

Enhal Inc., agree to be bound by the laws of Japan concerning the use of this website regardless of 

the difference in legal principle. Also, Enhal Inc. will not describe or display anything such as 

whether the content of this homepage is appropriate in the participant 's environment on this page. 

Access to this homepage is based on the participant's free will and the participant shall be 

responsible for the use of this page. 

11. Data Protection Officer 

The contact information of the data protection officer is as follows. Director in charge of general 

affairs department. 

ENHAL Inc. 

1-8-9 Uchikanda Chiyoda-ku, Tokyo 101-0047, Japan 

Phone number: +81-3-4285-3385 


